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1. OBIJETIVO

1.1. Este “Plano de Continuidade de Negdcios”, tem por objetivo disciplinar e padronizar
todas as politicas e principios necessdrios para aderir ao disposto no Codigo ANBIMA de
Regulacdo de Melhores Praticas para Administracdo de Recursos de Terceiros vigente (“Cédigo
ANBIMA”), bem como, o credenciamento na categoria de gestor de recursos e consultor de
valores mobilidrios da Exante Asset Management LTDA. (“Exante Asset”), nos termos das
Resolugdes CVM Comissdo de Valores Mobilidrios n2 21, de 25 de fevereiro de 2021 n2 21 (“CVM
21”), Resolugdo CVM n2 175, de 23 de dezembro de 2022 (Resolugdo CVM 175) e Resolugdo CVM
n? 35, de 26 de maio de 2021 (Resolucdo CVM 35).

1.2. O presente tem como escopo os planos de contingéncia, continuidade de negdcios e
recuperacdo de desastres que assegurem a continuidade das atividades da Exante Asset e a
integridade das informacdes processadas em sistemas sob sua responsabilidade e interfaces com
sistemas de terceiros

1.3. A Exante Asset tem como principio basilar exercer suas atividades com boa-fé,
transparéncia, diligéncia e lealdade, dispendendo no exercicio de suas atividades, todo o cuidado
gue toda pessoa prudente e diligente costuma dispensar a administracdo de seus proprios
negaocios.

14. O presente Plano de Continuidade de Negdcios entrara em vigor em dezembro de 2025
e vigorard por prazo indeterminado.

2. ABRANGENCIA

2.1 O Plano de Continuidade de Negdcios em conjunto, com a legislacdo e regulamentagdo
aplicavel, disciplina a relacdo de todos os sécios, administradores, fornecedores, funcionarios ou
empregados da Exante Asset (“Colaboradores”) entre si e com terceiros.

2.2 O descumprimento das regras estabelecidas nesta Plano de Continuidade de Negdcios
ou em normas e/ou regulamentacBes aplicaveis, serd caracterizado como uma infragdo
contratual e podera resultar na imposicdo de penas de adverténcia, suspensao, desligamento ou
exclusdo por justa causa dos Colaboradores da Exante Asset.

23 O Diretor de Compliance da empresa é o responsavel pela implementacdo dessa Plano

de Continuidade de Negdcios, incluindo uma revisdo anual dos processos e procedimentos,
manutencgdo e atualiza¢cdo desta Plano de Continuidade de Negdcios.
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2.4 Anualmente, todos devem reafirmar o cumprimento da presente Plano de
Continuidade de Negdcios. Em caso de eventuais duvidas, o Colaborador deve contatar o Diretor
de Compliance para receber treinamentos e/ou auxilio adequado.

3. PLANO DE CONTINUIDADE DE NEGOCIOS

3.1 A Exante Asset estruturou seu Plano de Continuidade de Negdcios com foco na
conformidade regulatdria e na eficiéncia executiva, assegurando resposta imediata a eventos que
possam comprometer a integridade operacional, a seguranga dos colaboradores e a preservagao
das atividades criticas.

3.2. O planoincorpora analises periddicas de riscos, procedimentos formais de contingéncia
e fluxos de ativacdo previamente definidos, garantindo que interrupcées abruptas sejam tratadas
com agilidade, precisdo e em alinhamento as exigéncias regulatdrias e demais normas aplicaveis.
A iniciativa reforca o compromisso da instituicdo com a estabilidade operacional, a governanca
robusta e a mitigacdo de impactos financeiros, reputacionais e regulatorios.

3.3. Os principios que norteiam essa politica: Integridade, Transparéncia, Equidade,
Responsabilizacdo e Sustentabilidade, consolidam uma estrutura resiliente, pautada pela
comunicacdo clara, pela distribuicdo adequada de responsabilidades e pela adocdo de praticas
éticas e seguras. Esses pilares garantem que todos os envolvidos tenham acesso aos recursos
necessarios durante um cendrio de crise, fortalecendo o ambiente de controle e ampliando a
resiliéncia organizacional. Ao integrar esses fundamentos em sua estratégia de continuidade, a
Exante Asset assegura operacdes consistentes, aderéncia regulatdria permanente e capacidade
reforcada de resposta diante de quaisquer adversidades.

3.4, A Exante Asset efetuard a validagdo de testes de forma para verificar a eficacia do plano
de continuidade de negdcios (“Plano”) a cada doze meses ou em prazo inferior se assim for
exigido pela regulacdo em vigor, visando assim promover uma orientagdo aos seus
Colaboradores, para minimizar/mitigar as interrupg¢des de suas atividades, protegendo assim os
ativos da Exante Asset e dos seus Clientes.

3.5. O Plano inclui respostas a serem dada pela Exante Asset e seus colaboradores as
ameacas que estdo sujeitos e serd revisado de acordo com a cldusula supra. O Plano também
aborda a protecgdo e recuperacdo de documentos, backup de servicos de telecomunicagdes,
informatica e coordenacgdo com provedores de servicos.

4, DIRETRIZES
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4.1. A Andlise de Impacto ao Negdcio (BIA - Business Impact Analysis) constitui etapa
essencial da gestdo de continuidade da Exante Asset, devendo ser conduzida periodicamente
para identificar e avaliar processos criticos, mensurar o impacto do seu tempo de inatividade e
estabelecer metas de recuperacdo compativeis com as exigéncias regulatérias, incluindo os
tempos minimos de retomada (RTO). Essa avaliacdo subsidia a definicdo de estratégias e
prioridades que assegurem a continuidade das operagdes, reduzam perdas e mantenham a
estabilidade das atividades essenciais ao core business da Companhia.

4.2. Paralelamente, a Andlise de Riscos integra o arcabougo de continuidade ao identificar,
classificar e monitorar os riscos capazes de comprometer a operagao, garantindo que a exposicao
da Companhia permaneca dentro dos limites definidos em seu risk appetite statement. A gestao
de riscos da Exante Asset observara rigorosamente os requisitos regulatoérios aplicaveis e
incorporar as melhores praticas de mercado, assegurando que processos, controles e
procedimentos estejam alinhados a manutencdo da resiliéncia operacional e a preservacao da
integridade das operacdes criticas.

5. PLANO DE CONTINGENCIAS

5.1. Na ocorréncia de uma interrupcdo prolongada, o Comité de Compliance ird
supervisionar os esforcos da Exante Asset para manter contato com todos os Colaboradores e
clientes, informando sobre quaisquer alternativas de local de trabalho, e acesso que deverdo ser
comunicados em prazo ndo superior a 48 (quarenta e oito) horas da suspensdo normal das

atividades.
5.2. Todos os Colaboradores devem participar ativamente do Plano ora disciplinado.
5.3. Todos os Colaboradores possuem acesso remoto de e-mail e telefones celulares,

permitindo contato com os demais Colaboradores em eventos que impecam a realizacdo das
operagdes e negdcios na sede da Exante Asset.

5.4, Excepcionalmente a Exante Asset podera transferir suas principais atividades
operacionais temporariamente para um local alternativo a ser definido em caso de necessidade
pelo Diretor de Compliance.

6. PLANO DE RECUPERAGAO DE DESASTRES

6.1. O Plano de Recuperacdo de Desastres (PRD) da Exante Asset tem como finalidade
estabelecer diretrizes e procedimentos formais para restaurar a infraestrutura critica de
tecnologia, informacdes e servicos essenciais em situacdes de interrupcao severa decorrentes de
falhas operacionais, incidentes de seguranca cibernética, indisponibilidade fisica, degradacdo
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sistémica, desastres naturais ou qualquer outro evento capaz de comprometer a continuidade
das operacdes. O PRD consolida as informacdes técnicas, organizacionais e operacionais
necessarias para garantir a retomada eficiente das atividades, observando integralmente as

normas regulatérias aplicaveis e os requisitos ja previstos na Politica de Seguranca, Sigilo das
Informacdes e Seguranca Cibernética da instituicdo. O plano abrange sistemas internos, servicos
terceirizados, bases de dados, acessos, dispositivos, ambientes produtivos, estruturas de
comunicacdo e dependéncias criticas, além de contemplar inventarios atualizados de ativos,

prioridades de recuperacdo e estratégias robustas de backup e restauracdo.

6.2. A execucdo do PRD estd estruturada em uma cadeia clara de papéis e
responsabilidades, assegurando respostas organizadas, rapidas e coordenadas em situacGes de
crise. Cabe ao Comité de Continuidade e Resposta a Incidentes acionar o plano, avaliar a
gravidade do evento, declarar oficialmente o estado de desastre e determinar o nivel de
escalonamento. A Equipe de Tecnologia da Informacdo é responsavel pelos procedimentos de
restauracdo de sistemas, validacao de backups, verificacdo de integridade de dados, reconstrucdo
de ambientes, reconfiguracdo de acessos e comunicacdo direta com fornecedores estratégicos.
A Equipe de Seguranca da Informacdo deve gerenciar incidentes cibernéticos, aplicar protocolos
de contencdo, realizar analises forenses, monitorar vulnerabilidades e assegurar conformidade
com os requisitos minimos previstos pela ANBIMA, pela CVM e pelos padrées de mercado.
Ademais, cada area de negdcio possui pontos focais técnicos, responsaveis por validar a
funcionalidade dos sistemas restaurados, priorizar demandas operacionais criticas e registrar
formalmente as acBes executadas, garantindo rastreabilidade completa. Toda ativacdo do PRD
deve ser documentada, auditdvel e comunicada para a Alta Administracdo.

6.3. Os procedimentos de recuperacdo descritos no PRD incorporam praticas robustas de
resiliéncia operacional, alinhadas a normas e frameworks de referéncia, como ISO/IEC 27001,
NIST, ISACA, OWASP e modelos consolidados de continuidade de negdcios. O plano prevé: (i)
restauracdo imediata dos servicos essenciais com base nos RTOs (Recovery Time Objective) e
RPOs (Recovery Point Objective) definidos; (ii) ativacdo de ambientes alternativos para
continuidade operacional; (iii) segregacdo rigorosa de ambientes e controles de acesso; (iv)
monitoramento continuo de ameacas, incidentes e vulnerabilidades; (v) uso obrigatério de
criptografia, autenticacdo multifatorial e mecanismos avangados de protecdo contra malware;
(vi) validacdo recorrente dos backups e testes periddicos de restauracdo; (vii) realizacdo de
simulacdes de desastres e testes semestrais ou anuais de contingéncia; (viii) atualizagcdo continua
do plano conforme mudancas regulatodrias, tecnoldgicas ou estruturais; e (ix) estabelecimento de
indicadores de desempenho que permitam avaliar a eficdcia dos controles, a velocidade de
resposta e a aderéncia aos requisitos regulatérios e de governanca. Com isso, o PRD assegura a
Exante Asset continuidade, estabilidade operacional e conformidade plena, fortalecendo sua
capacidade de responder a eventos criticos com seguranca, transparéncia e precisado técnica.
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PLANO DE COMUNICAGAO E DE EMERGENCIA DE SEGURANGA DA INFORMAGAO

7.1 O Plano de Comunicacdo (“PCOM”) tem como finalidade orientar a gestdo estratégica
da comunicagdo da companhia em situacdes de crise que envolvam seus executivos, operagoes,
ativos, informagBes ou qualquer evento que possa afetar sua reputacdo, desempenho
operacional ou regularidade perante 6rgdos reguladores. O PCOM define diretrizes para atuagao
imediata, transparente e coordenada, garantindo que mensagens criticas sejam transmitidas com
clareza, precisdo e agilidade, contribuindo para a mitigacdo de impactos reputacionais e para a
manutencdo da confianca das partes interessadas — investidores, clientes, parceiros,
colaboradores, prestadores de servicos essenciais e autoridades regulatorias.

7.2. No ambito do PCOM, a Exante Asset adotard uma estrutura de comunicacdo baseada
em: (i) centralizacdo das informacdes em um Comité de Crise; (ii) porte-vozes oficiais
previamente designados; (iii) fluxo de aprovacdo rapida das mensagens que serdo divulgadas; (iv)
comunicacdo interna imediata aos times criticos; (v) comunicacdo externa estruturada,
preservando confidencialidade e aderéncia regulatéria; e (vi) monitoramento continuo da
percepcao publica e da efetividade das mensagens divulgadas. O plano inclui, ainda, roteiros de
comunicagao para eventos graves, modelos de comunicados a imprensa e aos investidores, bem
como protocolos especificos para interacdo com autoridades publicas, SROs e reguladores do
mercado de capitais. Assim, o PCOM busca assegurar que, quanto maior a preparacdo prévia,
mais rdpida, segura e consistente serd a resposta da empresa, fortalecendo sua imagem
institucional e seu nivel de resiliéncia.

73. O Plano de Emergéncia de Seguranca da Informacdo (“PESI”) consolida diretrizes,
procedimentos e recursos necessarios para identificacdo, registro, contencdo, tratamento,
comunicagdo e recuperacdo decorrentes de incidentes de seguranca da informacgdo. O PESI
integra e detalha os protocolos definidos na Politica de Seguranca, Sigilo das Informacgdes e
Seguranca Cibernética, garantindo que todos os passos estejam alinhados as melhores praticas
internacionais — incluindo ISO/IEC 27001, NIST CSF, ISACA e OWASP — e as exigéncias
regulatdrias aplicaveis, especialmente aquelas previstas para participantes do mercado de
capitais e estruturas sujeitas a supervisdo da ANBIMA, CVM e Banco Central, quando aplicavel.

7.4, O PESI abrange os seguintes eixos estruturantes:

. Identificagdo e Registro: mecanismos de monitoramento continuo, alertas automaticos,
canal interno de reporte e classificacdo do incidente por niveis de gravidade;

i, Contencdo e Andlise Técnica: isolamento de redes, bloqueio de credenciais, ativa¢do do
time de resposta a incidentes (CSIRT), coleta de evidéncias e analise preliminar de causa

raiz;
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ii. Comunicacdo Interna e Externa: integracdo com o PCOM, definicdo de responsdveis
pela interlocugdo com reguladores, clientes, parceiros e fornecedores estratégicos;

iv. Remediacdo e Restauracdo: utilizacdo das estratégias de backup e contingéncia,
reconstrugdo de ambientes e validagdo da integridade dos dados;

v, Documentacdo e Auditoria: registro detalhado de todas as ac¢des, elaboracdo de
relatério final do incidente e retencdo formal das evidéncias;

vi. Aprendizado e Melhoria Continua: atualizacdo periddica dos controles, revisdo do PESI
e realizacdo de simulagdes de resposta a incidentes (tabletop exercises).

7.5. O objetivo central do PESI é assegurar que, diante de eventos como vazamento de
dados, atagues de ransomware, intrusGes ndo autorizadas ou qualquer violacdo de
confidencialidade, integridade ou disponibilidade, a companhia responda com eficiéncia técnica,
coordenacdo operacional e aderéncia regulatéria, preservando a continuidade das atividades, a
seguranca dos dados e a confianca dos investidores e stakeholders.

8. ARMAZENAMENTO DE INFORMAGOES

8.1. O servidor que contempla os arquivos com dados da Exante Asset estd armazenado em
ambiente de nuvem e podera ser recuperado a qualquer tempo em prazo ndo superior a 24 (vinte
e quatro) horas a perda do acesso fisico.

8.2. Além disso, a Exante Asset trabalha com consideravel nivel de redundancia, com
multiplos hard-drives, backup e no-break. O backup é armazenado diariamente em ambiente em
nuvem AMAZON EC2 e MICROSOFT AZURE e possui provedores de internet e telefonia
redundantes.

8.3. O servico de e-mail corporativo é integralmente armazenado em ambiente de nuvem,
garantindo alta disponibilidade, redundancia e seguranca dos dados. A interface administrativa,
destinada a gestdo de contas, permissdes e monitoramento, pode ser acessada remotamente de
qualquer local com conexdo a internet, mediante autenticacdo segura e perfis de acesso
previamente autorizados.

8.4. Os servidores da Exante Asset sdo replicados em infraestrutura de nuvem com

mecanismos automaticos de failover, permitindo que entrem em operacdo imediatamente em
caso de interrupcdo ou indisponibilidade do ambiente local. Essa arquitetura de redundéancia
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assegura continuidade operacional, reduz risco de perda de dados e permite rapida restauracdo
de servigos criticos.

8.5. O sistema de conciliacdo de fundos opera em plataforma web de alta disponibilidade,
acessivel a partir de qualquer localidade mediante procedimento de autenticacdo reforcada,
incluindo autenticagdo multifatorial (two-factor authentication). Em situagbes que exijam
deslocamento para o site de contingéncia, o Diretor de Compliance serd responsavel por
coordenar a equipe envolvida, assegurando a manutencdo dos controles, a protecdo das
informacdes e a continuidade das operacdes.

6. ANALISE DE POTENCIAIS RISCOS

7.1. A Exante Asset adota medidas de protecdo necessarias para mitigar os riscos, tais como:

A Exante Asset possui equipamentos necessarios de acordo com a respectiva legislacdo
e periodicamente seus sprinklers e detectores de fumaca sdo analisados pela brigada
de incéndio do edificio, além de ativo sensores de alarme de incéndio;

i, A sede da Exante Asset é controlada por catracas e ha exigéncia de registro junto a
recepcao do edificio, seguido de identificacdo na recepcdo da Exante Asset. Portas de
entrada do escritério possuem sistema de gravacdo por cameras, fechadura eletronica
digital automatizada e sistema de monitoramento 24 horas;

ii. Os sistemas da Exante Asset sdo protegidos por firewall, criptografia e outros
mecanismos de controle de acesso;

iv. As redes da Exante Asset sdo segregadas por perfis, evitando que pessoas tenham
acesso a informacdes que ndo fazem parte de suas atividades;

v, O sistema de conciliagdo de fundos deve ser acessado apds um procedimento de
autenticacdo segura (two-factor authentication).

7. RESPONSAVEIS

7.1. Em quaisquer situagBes de contingéncia, os Colaboradores deverdo entrar
imediatamente em contato com o Diretor de Compliance e com os membros do Comité
responsavel, assegurando comunicacdo tempestiva, coordenacdo eficiente das acles
emergenciais e pronta tomada de decisdo.
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8. TESTE E AVALIAGAO

8.1. A Exante Asset testard a Politica de Plano e avaliard a sua eficacia, pelo menos
anualmente, conforme ja mencionado nesta Politica de Plano com o objetivo de avaliar se o
presente Plano é capaz de suportar, de modo satisfatorio, os processos operacionais criticos para
a continuidade dos negdcios da instituicdo e manter a integridade, a seguranga e a consisténcia
dos bancos de dados criados pela alternativa adotada, e se tais planos podem ser ativados
tempestivamente.

8.2. Uma empresa terceirizada de Tecnologia da Informacao (“TI”) fard testes periddicos de
integridade dos backups, atualizacdo de novas versdes de programas, atualizacdo do antivirus e
firewall, renovagdo de licencgas, alternancia dos servidores, manutengao preventiva e corretiva,
bem como, uma visita técnica ao escritério de contingéncia.

8.3. Quaisquer acdes corretivas que resultarem em alteracdes na Politica de Plano serdo
aprovadas pelo Comité.
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