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1. OBIJETIVO

1.1. A presente Politica de Seguranca, Sigilo das Informag8es e Seguranga Cibernética
(“Politica”) tem por objetivo estabelecer diretrizes e padrdes que assegurem a confidencialidade,
integridade e disponibilidade das informacGes da Exante Asset Management Ltda. (“Exante
Asset”). Visa padronizar procedimentos voltados a gestdo de riscos cibernéticos, protecdo de
dados e prevencdo de incidentes, promovendo a organizacdo e o uso responsavel das
informacgdes, bem como o aprimoramento continuo da cultura de seguranca dentro da
instituicao.

12. Complementarmente, a presente Politica de Seguranca, Sigilo das Informaces e
Seguranca Cibernética observa os principios do Codigo ANBIMA de Regulagdo e Melhores Praticas
e as disposicdes das Resolucdes Comissdo de Valores Mobilidrios (“CYM”) n2 21, de 25 de
fevereiro de 2021 (“Resolugdo CVM 21”), Resolugcdo CVM n2 50, de 31 de agosto de 2021
(“Resolugdo CVM 50”) e Resolugdo CVM n2 175, de 23 de dezembro de 2022 (“Resolugdo CVM
175”), que regem a atividade de gestdo de recursos de terceiros. O documento reforca o
compromisso da Exante Asset com a integridade do sistema financeiro, a transparéncia das
operacdes e o cumprimento das normas aplicaveis ao mercado de capitais.

1.3. A Exante Asset tem como principio basilar o exercicio de suas atividades com boa-fé,
transparéncia, diligéncia e lealdade, pautando-se na valorizacdo e protecdo de seus clientes e
usuarios. Em conformidade com a Lei Geral de Protecdo de Dados Pessoais (Lei n? 13.709/2018
— LGPD) e demais normativos aplicaveis, a Exante Asset desenvolveu esta Politica de Privacidade
com o objetivo de proteger os Dados Pessoais coletados, tratados e armazenados por meio de
seus websites, dominios, canais digitais e demais meios de interacdo (“Canais”). A coleta de
informacdes tem como finalidade aprimorar os servigcos prestados, alinhando-os aos interesses e
necessidades de cada Usudrio, sempre sob os mais elevados padr&es éticos e de governanca.

14, Esta Politica também define as responsabilidades da Administracdo na manutencgado de
um programa de seguranga cibernética eficiente e atualizado, capaz de mitigar riscos decorrentes
do aumento e sofisticacdo das ameacas digitais. O cumprimento de suas diretrizes visa proteger
a empresa contra vazamentos de informacdes e fraudes, resguardar a privacidade de dados,
garantir a disponibilidade de sistemas e assegurar a protecdo da imagem e da marca Exante Asset.
A gestdo de riscos cibernéticos, alinhada aos objetivos corporativos, estabelece orientacées
aplicdveis a pessoas, processos e tecnologias, assegurando a integridade das informacdes da
instituicdo, de seus colaboradores, clientes, fornecedores e parceiros de negdcios.

15. A presente Politica entrard em vigor em [XXX] de 2025 e vigorard por prazo
indeterminado.
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2. ABRANGENCIA

2.1 A Politica de Seguranga Cibernética em conjunto, com a legislagdo e regulamentagdo
aplicavel, disciplina a relacdo de todos os sécios, administradores, fornecedores, funcionarios ou
empregados da Exante Asset (“Colaboradores”) entre si e com terceiros.

2.2 Posto isto, antes do inicio do exercicio de suas fun¢des perante a Exante Asset, os
Colaboradores deverdo receber uma cépia desta Politica, bem como, firmar o Termo de Adesdo
abaixo, declarando se encontrar totalmente familiarizado a Politica e os procedimentos aqui
contidos, devendo estar sempre atento as situagdes que poderdo ensejar condutas inadvertidas,
por ele ou por qualquer outro Colaborador , isto é, condutas e/ou acdes que parecam ser uma
violagdo direta ou indireta desta Politica de Seguranca Cibernética ou de qualquer lei ou
regulamentacdo aplicavel.

23 O Diretor de Compliance mantera em arquivo digital e fisico, pelo prazo minimo de 05
(cinco) anos, uma via do Termo de Adesdo devidamente assinado por seus Colaboradores, bem
como, disponibilizard uma cépia desta Politica em sua sede e na rede mundial de computadores.

2.4 O descumprimento das regras estabelecidas nesta Politica ou em normas e/ou
regulamentacdes aplicaveis, serd caracterizado como uma infracdo contratual e podera resultar
na imposicdo de penas de adverténcia, suspensao, desligamento ou exclusdo por justa causa dos
Colaboradores da Exante Asset.

25 A Exante Asset ndo assume a responsabilidade dos Colaboradores que transgridam a lei
ou cometam infragGes no exercicio de suas funcdes de forma que, entretanto, caso a Exante Asset
venha a ser responsabilizada ou sofra prejuizo de qualquer natureza por atos de seus
Colaboradores, podera exercer o direito de regresso em face dos responsaveis.

2.6 O Diretor de Compliance da Exante Asset é o responsavel pela implementacdo dessa
Politica, incluindo uma revisdo anual dos processos e procedimentos, manutencdo e atualizagdo
da mesma.

2.7 Anualmente, todos devem reafirmar o cumprimento da presente Politica. Em caso de
eventuais duvidas, o Colaborador deve contatar o Diretor de Compliance para receber
treinamentos e/ou auxilio adequado.

3. DEFINIGOES E CONCEITOS

3.1. Usudrio: Pessoa fisica ou juridica que utiliza ou visita os Canais da Exante Asset, maior
de 18 (dezoito) anos, ou emancipada e plenamente capaz, nos termos do Cédigo Civil brasileiro.
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Incluem-se, ainda, os absolutamente ou relativamente incapazes, desde que devidamente
representados ou assistidos por seus responsaveis legais.

3.2. Dados Pessoais: Qualquer informacgado, fornecida ou coletada pela Exante Asset, que
permita a identificacdo direta ou indireta de um Usudrio, ainda que publica ou associada a outros
dados ja tratados. Incluem-se dados em formato fisico ou digital, excluidas as informacdes
meramente comerciais, como endereco, e-mail e nimero de telefone.

3.3. Finalidade: Propdsito especifico que motiva a coleta e o tratamento dos Dados Pessoais,

devendo sempre ser legitimo, explicito e informado ao titular.

3.4. Necessidade: Principio que fundamenta a coleta minima de dados estritamente
necessarios para o atingimento da finalidade proposta, evitando o tratamento excessivo de
informacdes.

3.5. Base Legal: Fundamentos juridicos que legitimam a Exante Asset a realizar o tratamento
de dados pessoais, conforme hipdteses previstas na Lei n2 13.709/2018 (Lei Geral de Protecdo de

Dados — LGPD).

3.6. Consentimento: Manifestacdo livre, informada e inequivoca pela qual o Usuario
autoriza o tratamento de seus dados pessoais para finalidade especifica previamente descrita.

3.7. Seguranca da Informacdo: Conjunto de praticas e controles destinados a garantir a

protecdo de dados e informacdes da empresa, baseando-se nos pilares de Confidencialidade,
Integridade, Disponibilidade, Autenticidade e Conformidade.

3.8 Confidencialidade: Principio que assegura que as informacgdes sejam acessadas apenas

por pessoas autorizadas.

3.9. Integridade: Garante que as informacdes sejam exatas, completas e ndo alteradas
indevidamente.

3.10. Disponibilidade: Assegura que os dados e sistemas estejam acessiveis a pessoas
autorizadas sempre que necessario.

3.11. Autenticidade: Assegura que as informacdes sejam legitimas e originadas de fonte
confidvel.
3.12. Conformidade: Garante que os controles e politicas de seguranca estejam em

conformidade com as normas internas e externas aplicaveis.
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3.13. Ativos: Todos os elementos de valor, tangiveis ou intangiveis, pertencentes, sob
custddia ou responsabilidade da Exante Asset, incluindo dados, equipamentos, sistemas,
processos, ambientes fisicos e tecnoldgicos.

3.14. Ameaca: Qualquer evento, a¢do ou condigdo com potencial de comprometer a
integridade, confidencialidade ou disponibilidade das informacdes e sistemas da empresa.

3.15. Ataque de Negacdo de Servico (DoS/DDoS): Tentativa deliberada de tornar sistemas ou

servicos indisponiveis por meio da sobrecarga de solicitagdes simultaneas.

3.16. Engenharia Social: Técnica de manipulagdo psicoldgica que visa induzir colaboradores

ou usuarios a revelar informacdes confidenciais, explorando falhas de comportamento humano.

3.17. Malware: Programa malicioso desenvolvido para causar danos, roubar informacdes ou
comprometer sistemas, abrangendo virus, trojans, worms e ransomwares.

3.18. Phishing: Fraude eletrénica que busca enganar o Usudrio para obter informagdes
confidenciais, geralmente por meio de e-mails, mensagens ou sites falsos.

3.19. Principio do Privilégio Minimo (POLP): Politica que restringe o acesso de usuarios,

sistemas e aplicacBes apenas ao nivel estritamente necessario para o desempenho de suas
funcdes.

3.20. Need to Know: Principio que determina que a informacéo seja acessivel apenas aqueles
gue realmente necessitam conhecé-la para o desempenho de suas atividades.

3.21. Gestor: Colaborador com funcdo de lideranga, incluindo presidente, diretor, gerente,
coordenador ou chefe de secdo.

3.22. Boas Praticas de Seguranca da Informacdo: Diretrizes reconhecidas
internacionalmente, tais como ISO/IEC 27001, ISO/IEC 31000, NIST, OWASP, ISACA e SANS,
utilizadas como referéncia para gestdo de riscos e implementacdo de controles de seguranca.

3.23, Ransomware: Tipo de malware que criptografa dados e exige pagamento de resgate
para restabelecer o acesso.

3.24, Firewall: Sistema de seguranca que monitora e controla o trafego de rede, permitindo
ou blogueando comunicac¢des de acordo com politicas de seguranca predefinidas.
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3.25. Gerenciamento de Riscos: Processo de identificacdo, analise, mitigacdo e

monitoramento continuo dos riscos que possam afetar a seguranca da informacdo e os objetivos
corporativos.

3.26. Trilha de Auditoria: Registro de todas as a¢des, eventos ou atividades realizadas em

sistemas ou dados, destinado a assegurar rastreabilidade e transparéncia das operagdes.

3.27. Backup: Cépia de seguranca de dados armazenada em ambiente distinto, visando a
recuperacado de informacdes em caso de incidente.

3.28. Wearables: Dispositivos eletronicos vestiveis, como reldgios, fones ou 6culos
inteligentes, que podem coletar e transmitir dados.

3.29. Zero-Day: Ataque que explora vulnerabilidades ainda ndo conhecidas ou corrigidas em
softwares ou sistemas.

3.30. As diretrizes desta Politica aplicam-se a todos os Usuarios e potenciais Usuarios dos
servicos oferecidos pela Exante Asset Management Ltda., descrevendo de forma resumida e em
conformidade com a legislacdo vigente, como a empresa poderd coletar, tratar, armazenar,
compartilhar e eliminar dados pessoais obtidos por meio de seus canais de atendimento. Ao
acessar ou utilizar tais canais, o Usuario declara ter mais de 18 (dezoito) anos, ser plenamente
capaz e consentir expressamente com o tratamento de seus dados nos termos aqui previstos.
Caso ndo atenda a esses requisitos ou ndo concorde com esta Politica, o Usuario ndo deverd
utilizar os servicos, websites ou quaisquer canais oficiais da Exante Asset.

4, COLETA E USO DE INFORMAGOES PESSOAIS

4.1, O Usudrio dos websites, dominios, aplicativos, sistemas e demais canais digitais da
Exante Asset declara estar ciente de que o fornecimento de informacg8es ocorre de forma
voluntaria e consciente, sempre que realiza a¢gdes como o preenchimento de formularios, envio
de curriculos, contatos ou insercdo de dados em campos disponibilizados pela empresa. Os Dados
Pessoais informados serdo utilizados exclusivamente para a finalidade especifica que motivou o
respectivo cadastro, em estrita conformidade com esta Politica de Privacidade e com a legislacdo
de protecdo de dados aplicavel.

Dados Pessoais Finalidade Base Legal Consentimento

., Estou de acordo e ciente em

Para poder acessar contetudo e receber .
. . fornecer o meu Nome, E-mail e
material promocional, a Exante Asset
) L, L. . em qual Empresa eu Trabalho
Nome, E-mail e Empresa precisard que o Usudrio forneca seu Consentimento )
X para acessar o material
Nome, E-mail e em qual Empresa ) o .
. disponibilizado nos Canais,
trabalha. Os Dados Pessoais coletados L
além de receber a Newsletter
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ndo serdo utilizados para envio de
qualquer tipo de SPAM.

Exante Asset. Estou ciente que
meus dados serdo utilizados
para
promocionais pela Exante Asset

internamente fins

e concordo em receber os e-
mails da Exante Asset.

Nome, E-mail e Telefone

Caso o Usudrio queira entrar em contato
com a Exante Asset por meio da drea
“Fale Conosco” disponivel no site, a
Exante Asset precisard coletar Nome, E-
mail e Telefone do Usuédrio para poder
contatar o Usudrio

Consentimento

Estou de acordo em fornecer

meu Nome, E-mail e meu
telefone para que a Exante
Asset entre em contato comigo,
bem como ciente de que esses
dados poderdo ser utilizados
pela érea Comercial da Exante

Asset para o envio de e-mails

Nome, E-mail e Curriculo

Para poder se candidatar a alguma das
vagas anunciadas pela Exante Asset, o
para
cadastro seu Nome e E-mail, e submeter

Usudrio  precisard  fornecer
o seu curriculo para andlise. OS dados
serdo utilizados para realizagdo do

processo seletivo

Legitimo interesse e
Consentimento

Estou de acordo em fornecer
meu Nome, E-mail e Demais
informagdes contidas no meu
curriculo para a drea de RH da
para
candidatar uma ou mais vagas

Exante  Asset, me
disponiveis na Exante Asset e
que eventualmente poderéo ser
utilizados em um processo
seletivo e em um Contrato de

Trabalho

Dado pessoal sobre origem
racial ou étnica; convicgdo
religiosa; opinido politica;
filiagéio dados
referentes & salde, dado

sindical;

genético ou biomédico

Caso algum Usudrio submeta algum
dado considerado como sensivel nos
termos do artigo 5° da LGPD, os dados
serdo

coletados e eventualmente

utilizados

Consentimento

de Acordo
tratamento dos dados pessoais

Estou com o

sensiveis livremente fornecidos
para a Exante Asset.

5. PRINCIPIO DA SEGURANCA DA INFORMACAO

5.1.

Considera-se que os ativos de informagdo sdo os bens mais importantes no mercado

financeiro, portanto, tratd-los com responsabilidade é o compromisso da Exante Asset. Dessa

forma, a operacdo estd fundamentada nos principios de seguranca da informacéo, cujo objetivos

constituem a preservacdo da propriedade da informacdo, notadamente sua confidencialidade,

integridade e disponibilidade, permitindo o uso e compartilhamento de forma controlada, bem

como o monitoramento e tratamento de incidentes provenientes de ataques cibernéticos.

Confidencialidade: garantir que as informagdes tratadas sejam de conhecimento exclusivo de

pessoas especificamente autorizadas;

Integridade: garantir que as informac¢des sejam mantidas integras, sem modificagdes indevidas —

acidentais ou propositais;

Disponibilidade: garantir que as informacdes estejam disponiveis a todas as pessoas autorizadas

a trata-las.
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6. COMPARTILHAMENTO E DIVULGAGAO DE DADOS PESSOAIS

6.1. A Exante Asset ndo compartilha Dados Pessoais coletados em seus Canais sem o
consentimento expresso do Usuario, exceto nas hipdteses previstas em lei. O compartilhamento
poderd ocorrer exclusivamente quando necessario para a prestagao dos servicos, para o
cumprimento de obrigacdo legal, normativa ou judicial, ou quando indispensavel a execucdo de
contratos. Dados também poderdo ser divulgados, na medida estritamente necessaria, a 6rgdos
governamentais, autoridades publicas, consultores ou terceiros autorizados, sempre com base
legal adequada. Quando houver divulgacdo decorrente de obrigacao legal ou judicial, a Exante
Asset comunicara os Usudrios afetados, salvo se houver vedacgdo legal ou determinacdo judicial
impedindo tal aviso.

RETENCAO, ARMAZENAMENTO E EXCLUSAO DE DADOS

7.1. Os Dados Pessoais serdo armazenados pela Exante Asset enquanto o cadastro do
Usudrio estiver ativo e/ou engquanto necessarios a execucdo dos servigos, podendo abranger
também Dados Sensiveis, quando aplicavel. Apds o término da relacdo ou mediante solicitacdo
de exclusdo, os dados serdo eliminados, observados os prazos previstos na tabela de retencdo
mencionada no item 2 da Politica. Em situacGes excepcionais, a Exante Asset poderd manter
determinados dados mesmo apds o pedido de exclusdo, quando necessario para cumprir
obrigacGes legais ou judiciais, prevenir fraudes, garantir seguranca, resolver disputas ou exercer
direitos, respeitando sempre os principios da necessidade e da minimizacao.

BASES LEGAIS E DIREITOS DO USUARIO

8.1. A Exante Asset realiza o tratamento de Dados Pessoais apenas quando respaldada por
base legal vélida, incluindo consentimento, execucdo de contrato, cumprimento de obrigacdo
legal ou regulatdria, legitimo interesse e demais hipoteses previstas na LGPD. O Usudrio poder3,
a qualquer momento, negar ou revogar o consentimento concedido; contudo, caso esta seja a
Unica base legal para o tratamento, a revogacdo poderd impedir a continuidade de determinados
servicos. A Exante Asset garante ao Usuario o pleno exercicio dos direitos previstos em lei,
incluindo acesso, correcdo, exclusao, portabilidade, limitacdo do uso, ou oposi¢do ao tratamento,
mediante solicitacdo formal.

9. CLASSIFICAGAQ DAS INFORMAGOES E DEVER DE SIGILO

9.1. Os Colaboradores da Exante Asset, em razao de suas func¢des, podem ter acesso a
informacdes sigilosas, devendo analisa-las previamente para verificar sua natureza, impacto de
eventual divulgacdo (“disclosure”), necessidade de compartilhamento ou restricdo total de

Politica de Seguranga Cibernética

Exante Asset Management Ltda. Vers3o Departamento Aprovado por

Ouvidora: +55 11 4550 6588 N

contato@exante.com.br 15/12/2025 Compliance Fernando de Carvalho Luz

© 2018 | Todos os Direitos Reservados Pagina 9 de 28

Proibida a Reprodugédo
Departamento de Compliance



= XANT=

ASSET MANAGEMENT

acesso. Apods essa anadlise, as informacgdes deverdo ser classificadas como Confidenciais, Publicas
ou Difundidas. Consideram-se Informacdes Confidenciais todos os dados e documentos sensiveis
relacionados a Exante Asset, seus Colaboradores, Clientes, Investidores, atividades de gestao,
estratégias, operacdes, posi¢cdes, contrapartes, fornecedores e demais informacdes ndo publicas.
Em caso de duvida, prevalece a regra de que a informacdo deve ser tratada como Confidencial.

9.2. Toda informacéo recebida ou produzida deve ser previamente analisada quanto a sua
natureza, impacto de eventual divulgacdo e necessidade de compartilhamento, sendo
obrigatoriamente classificada como Confidencial, Publica ou Difundida.

9.3. Consideram-se Informac&es Confidenciais todos os dados sensiveis de Colaboradores,
Clientes e Investidores, bem como informacgdes estratégicas, operacionais, financeiras, técnicas
ou ndo publicas relativas as atividades da Exante Asset. Na duvida, prevalece a presuncdo de
confidencialidade. O sigilo deve ser mantido pelos Colaboradores durante a vigéncia do vinculo e
apos seu desligamento, sendo autorizado o acesso ou compartilhamento apenas por necessidade
operacional, determinacdo legal/regulatéria ou aprovacdo do Diretor de Compliance.
Informagdes que permitam identificar Clientes devem permanecer em ambiente de acesso
restrito.

9.4, Sado classificadas como Informacgdes Publicas aquelas divulgadas legitimamente ou cuja
divulgacdo seja exigida por determinacdo legal, judicial ou administrativa, ou previamente
autorizada pelo Diretor de Compliance. Informacdes Difundidas sdo aquelas compartilhadas
internamente entre Colaboradores exclusivamente para fins de execucdo de suas atividades,
sempre em conformidade com esta Politica.

9.5. As Informacgdes Relevantes correspondem a dados capazes de influenciar a decisdo de
investimento ou a cotacdo de valores mobilidrios de uma sociedade. Ja as InformagGes
Privilegiadas sdo informacdes relevantes ainda ndo disponibilizadas ao mercado ou divulgadas de
forma incompleta. O uso indevido dessas informagdes configura infracdo regulatéria (insider
trading), sujeita a penalidades civis, administrativas e criminais, sendo obrigatdria a comunicacdo
imediata ao Diretor de Compliance em caso de suspeita de acesso a tais informacdes.

9.6. A obrigacdo de sigilo permanece mesmo apds o desligamento do Colaborador, e todas
as informacGes capazes de identificar Clientes devem permanecer em ambiente de acesso
restrito. Informacgdes Publicas sdo aquelas ja disponiveis ao mercado, exigidas por determinagao
legal ou cuja divulgacdo tenha sido autorizada pelo Diretor de Compliance. Ja as InformacGes
Difundidas sdo aquelas compartilhadas internamente entre Colaboradores com necessidade
legitima de acesso e conforme esta Politica e o Manual de Compliance.
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INFORMAGOES RELEVANTES, PRIVILEGIADAS E PREVENGAO AO INSIDER TRADING

10.1. O Colaborador obriga-se a manter, durante a vigéncia de sua relacdo com a Exante Asset
por prazo indeterminado apds seu desligamento, absoluto sigilo sobre todas as Informacg&es
Confidenciais as quais tenha tido acesso, comprometendo-se a ndo utilizar, praticar, divulgar ou
permitir o uso de tais informacdes, incluindo condutas caracterizadas como Insider Trading, Dicas
ou Front Running, seja em beneficio préprio, da Gestora ou de terceiros.

10.2. Consideram-se InformacgGes Relevantes aquelas capazes de influenciar decisdes de
investimento ou a cotacdo de valores mobilidrios de determinada sociedade. J4 as Informacg&es
Privilegiadas correspondem a dados relevantes ndo divulgados ao mercado ou divulgados de
forma parcial, tais como resultados financeiros, opera¢des de M&A, altera¢des de controle e
demais exemplos previstos na regulamentacdo aplicadvel, incluindo, mas ndo se limitando a
Resolugdo CVM n? 44, de 23 de agosto de 2021 e normas subsequentes. O uso dessas
informacdes para operacBes proprias ou de terceiros configura insider trading, pratica
expressamente vedada, sujeita a sancGes civis, administrativas e criminais.

10.3. Sempre que houver suspeita de posse de Informacdo Confidencial, Relevante ou
Privilegiada, o Colaborador devera notificar imediatamente o Diretor de Compliance e abster-se
de qualquer negociacdo ou divulgacdo. Compete ao Diretor de Compliance classificar ativos na
lista de valores mobilidrios restritos, atualizando-a conforme a informacdo se torne publica, deixe
de ser relevante ou o evento potencial perca validade. Todas as reunifes com agentes de
mercado devem ser registradas na agenda corporativa. Nomeac¢bes de Colaboradores para
conselhos de administracdo ou diretorias de sociedades devem ser comunicadas de imediato ao
Diretor de Compliance e ao Comité, sendo o ativo da respectiva sociedade incluido na lista de
ativos restritos, quando aplicavel.

11. PROCEDIMENTOS INTERNQOS, CONTROLES E RESPONSABILIDADES

11.1. Os Colaboradores devem manter absoluto sigilo sobre informacg&es da Exante Asset, de
seus investimentos, Clientes e operacfes, salvo quando a divulgacdo for expressamente
autorizada pelo Diretor de Compliance, classificada como publica ou exigida por lei. Informacdes
confidenciais devem ser copiadas ou impressas apenas para atender aos interesses da Exante
Asset ou do préprio Cliente. Mesmo apds o encerramento da relagdo contratual, como em caso
de resgate integral, a Exante Asset continuara observando integralmente esta Politica quanto as
informacdes classificadas como Confidenciais.

11.2. Os Colaboradores devem comunicar imediatamente o Diretor de Compliance e o

Comité sobre qualquer restricdo de negociacdo recebida de sociedades emissoras, mantendo os
ativos restritos até a reabertura da janela de negociacdo. O cumprimento dessas diretrizes
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protege a integridade das informacg®es, preserva a seguranca dos Clientes, reforca o
compromisso regulatorio e assegura a atuacdo ética e responsdvel da Exante Asset no mercado

de capitais.
12. INFORMAGOES CONFIDENCIAIS
12.1. O acesso as informacgGes confidenciais, incluindo dados pessoais, coletadas e

armazenadas pela Exante Asset é restrito aos profissionais autorizados ao uso direto dessas
informacgdes, e necessario a prestagdo de seus servigos, sendo limitado o uso para outras tarefas,
devendo respeitar, ainda, o disposto na Norma de Classificacdo da Informacdo contida na Politica
de Seguranca da Informacdo da Exante Asset.

12.2. A Exante Asset poderd revelar as informacg8es confidenciais nas seguintes hipdteses:

12.2.1. Sempre que estiver obrigado a revela-las, seja em virtude de dispositivo legal, ato de
autoridade competente, ordem ou mandado judicial;

12.2.2. Aos 6rgdos de protecdo e defesa de crédito e prestadores de servicos autorizados pela
Exante Asset a defender seus direitos e créditos;

12.2.3. Aos 6rgdos reguladores do mercado financeiro; e

12.2.4. Para instituicdes financeiras, desde que dentro dos parametros legais estabelecidos
para tanto, podendo, nesta hipdtese, o usudrio, a qualquer tempo, cancelar sua
autorizagao.

E) SEGURANCA DAS INFORMACOES

13.1. A Exante Asset adota controles fisicos e tecnoldgicos rigorosos para proteger seus
Colaboradores e garantir a seguranca, confidencialidade e integridade das informacdes. O acesso
as instalacdes é restrito e monitorado, sendo permitido apenas a Colaboradores autorizados e
prestadores devidamente acompanhados. Areas destinadas ao tratamento de informacdes
sensiveis, bem como reunides confidenciais, possuem acesso fisico limitado e devem ser
utilizadas em detrimento das salas individuais dos Colaboradores.

13.2. O departamento de tecnologia realiza testes periddicos de seguranca, monitora
vulnerabilidades e promove treinamentos regulares sobre uso adequado da infraestrutura
tecnoldgica. O acesso a rede e aos sistemas ocorre mediante credenciais individuais, com niveis
diferenciados de permissdo conforme as funcdes desempenhadas. E obrigatério o uso de senhas
fortes, a protecdo de dispositivos corporativos e pessoais utilizados para fins profissionais, e a
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proibicdo expressa de compartilhamento de senhas. Computadores e dispositivos devem ser
bloqueados sempre que o Colaborador se ausentar e as senhas devem ser atualizadas
periodicamente.

13.3. Incidentes envolvendo comprometimento de credenciais, perda ou roubo de
dispositivos devem ser comunicados imediatamente ao Diretor de Compliance, que adotara as
medidas necessarias, incluindo a desativacdo remota dos equipamentos. Dispositivos pessoais
utilizados no ambiente corporativo devem cumprir integralmente a Politica de Seguranca da
Informacgdo e a Politica de Segurancga Cibernética da Exante Asset.

13.4. O uso de dispositivos pessoais para acesso a sistemas e informacgdes corporativas
somente sera permitido mediante autorizacdo prévia, registro formal e homologac¢do técnica pela
Equipe de Seguranca. No regime de trabalho remoto, é obrigatério o uso de VPN e o
cumprimento integral da Politica de Regime Hibrido de Trabalho (Home Office). Os programas e
configuracdes instalados em dispositivos pessoais deverdao seguir os mesmos padrdes da Exante
Asset, contemplando, no minimo: (i) risk assessment; (ii) acbes de prevencdo e protecado; (iii)
monitoramento e testes; (iv) criacdo de backup; e (v) atualizagdes e manutencdo preventiva e
corretiva de seguranca cibernética, garantindo que tais dispositivos sejam seguros, confidveis e
isentos de riscos, virus ou malwares.

13.5. Armazenamento em Nuvem e Manuseio de Documentos: Colaboradores podem
acessar servicos de armazenamento em nuvem a partir de computadores corporativos,
observadas as seguintes condicdes:

E vedada a cépia de arquivos restritos da Exante Asset sem prévio e expresso
consentimento do Diretor de Compliance;

i E permitida a cdpia de documentos classificados como publicos; e

i, Todas as anotagles e materiais de trabalho devem ser transferidos, tdo logo possivel,
para os servidores da Exante Asset.

13.6. Instalacdo de Softwares e Administracdo de Sistemas: A instalacdo de qualquer
software em computadores corporativos depende de aprovacdo prévia da Diretoria de
Compliance. Toda e qualquer alteracdo em documentos, manutenc¢des de hardware, controles
de validade e destruicdo de informacdes devem seguir os mecanismos oficiais de conformidade.

13.7. Monitoramento, Logs e Seguranca Operacional: A Exante Asset manterda mecanismos

de rastreabilidade integral das a¢des dos usuarios (logs de auditoria), bem como processos para
garantir estabilidade operacional, atualizacBes constantes, correcdo de falhas, testes periédicos
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de vulnerabilidade e disponibilidade, além da manutencdo e testes continuos dos Programas de
Seguranca da Informacdo, Seguranca Cibernética, Continuidade de Negdcios, Contingéncia,
Recuperacdo de Desastres e Resposta a Incidentes.

13.8. Supervisdo da Alta Administracdo: O Diretor de Compliance monitora regularmente
todas as comunicagdes eletrdnicas e confirma seu adequado armazenamento. A Exante Asset
poderd monitorar toda e qualquer troca interna ou externa de e-mails, bem como acessos a sites
e arquivos eletronicos, reportando a alta administracdo avaliagdes de efetividade e
vulnerabilidades para adogdo tempestiva das medidas cabiveis.

13.9. A Exante Asset ndo proibe que Colaboradores utilizem féruns publicos, blogs ou redes
sociais (como Facebook ou LinkedIn) em dmbito pessoal e fora do horério de trabalho. Contudo,
a fim de mitigar riscos regulatérios, reputacionais e de divulgacdo indevida de informacdes, ficam
estabelecidas as seguintes restricGes, sem necessidade de prévia aprovacdo, exceto quando
expressamente indicado:

i E proibido qualquer contato, comunicacdo, resposta ou interacdo com Clientes ou
Investidores, atuais ou potenciais, por meio de blogs, redes sociais ou plataformas
equivalentes;

i Colaboradores devem remover imediatamente quaisquer endossos, depoimentos ou
recomendacdes publicadas por Clientes ou Investidores em seus perfis pessoais;

ii. O Colaborador ndo poderd indicar vinculo profissional com a Exante Asset em qualquer
forum publico quando houver risco de que outras informacgdes disponiveis no mesmo
ambiente possam prejudicar a reputagao da instituicdo;

iv. E vedado publicar informacdes sobre a Exante Asset, seus negdcios, operacdes,
processos internos, produtos ou quaisquer Informagdes Confidenciais, Relevantes ou
Ndo Publicas, sem a prévia e expressa aprovacdo do Diretor de Compliance,
considerando que tais publicacdes podem ser caracterizadas como material publicitario
em determinadas jurisdi¢des;

v. E estritamente proibido identificar Clientes ou Investidores, bem como divulgar
gualquerinformacdo Ndo Publica ou Confidencial a eles relacionada, em féruns publicos

ou redes sociais;

vi. E proibida a ativagdo de recursos que permitam a redes sociais acessar contatos ou
informacdes armazenadas nos sistemas corporativos da Exante Asset;
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vii. Para fins desta politica, considera-se “férum publico” qualguer ambiente no qual
informacdes possam ser acessadas pelo publico em geral ou por grupos restritos (ex.:
amigos, grupos fechados, seguidores, assinantes, comunidades);

viii. As restricBes acima também se aplicam a manifestacdes publicas em quaisquer meios
de comunicacdo, tais como radio, televisdo, jornais, revistas, podcasts e veiculos
similares, quando ndo houver prévia aprovacdo do Diretor de Compliance.

13.10. A Exante Asset se reserva o direito de gravar, monitorar e escutar qualquer ligacdo
realizada ou recebida por Colaboradores por meio das linhas telefénicas corporativas
disponibilizadas para o exercicio profissional, incluindo, mas ndo se limitando, as ligacGes da
equipe de Controle e da Mesa de Operagdes. Tal monitoramento ocorre para fins regulatorios,
de supervisdo, auditoria e prevencdo de riscos operacionais e reputacionais.

14. AVALIACAO DE RISCOS, PROTECAO E PREVENCAO

14.1. A Exante Asset adota medidas de avaliacdo de riscos, protecdo e prevencao,
regularmente revisadas de acordo com a legislacdo vigente, assegurando que:

14.1.1. Classificacdo e Protecdo das Informacdes: Todas as informag8es sdo classificadas
guanto ao nivel de sigilo, valor, requisitos legais, sensibilidade e necessidade do negdcio
(Restrita, Confidencial, Interna ou Publica), garantindo confidencialidade, integridade,
disponibilidade, autenticidade e conformidade, conforme o manual de classificacdo de
informacdes. Cada nivel de informacdo possui controles e niveis de servico especificos,
gue sdo monitorados e avaliados continuamente.

14.1.2. Gestdo de Riscos e Incidentes: Riscos e incidentes de seguranga sdo reportados a
Diretoria, considerando impactos financeiros, operacionais e reputacionais. Avaliacdes
de risco incluem também atividades de prestadores de servigos terceirizados.

14.1.3. Uso e Propriedade de Informacdes e Sistemas: Informacdes, metodologias, tecnologias
e documentos produzidos pelos Colaboradores em fung¢do de suas atividades sdo
propriedade exclusiva da Exante Asset. Equipamentos, sistemas e informacdes devem
ser utilizados prioritariamente para atividades profissionais, sendo permitido uso
pessoal apenas quando ndo comprometer a politica. Informacdes de clientes,
colaboradores e produtos devem ser tratadas de forma ética e sigilosa, evitando uso,
exposicdo ou transmissdo indevida.

14.1.4. Conformidade e Seguranca Cibernética: Procedimentos de backup, continuidade de
negdcios e recuperacdo de desastres sdo implementados e testados periodicamente.
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Todos os processos respeitam a LGPD e regulamentacSes aplicdveis, garantindo
protecdo de dados pessoais e corporativos. Riscos, vulnerabilidades e incidentes sdo
monitorados, registrados e comunicados a alta administracdo para tomada de agdes
corretivas tempestivas.

14.2. A Exante Asset assegura que o acesso as informacdes seja restrito apenas a pessoas
autorizadas, com niveis hierdrquicos definidos e concedido estritamente quando necessario ao
exercicio das atividades ou a tomada de decis3do.

14.3. E vedado o uso de equipamentos pessoais para acessar sistemas ou informagdes
corporativas sem prévia homologacdo, exceto em contingéncias autorizadas, sendo que tais
dispositivos devem ser registrados, homologados e monitorados pela equipe de seguranca, e seu
uso registrado como incidente. Todas as ordens, negociacdes, aprovacdes e comunicacées
relacionadas a negdcios devem ocorrer exclusivamente por canais corporativos autorizados.

14.4. Equipamentos cedidos pela Exante Asset devem ser controlados conforme esta Politica,
garantindo seguranca em qualquer local de uso. Cdpias de seguranca de documentos, arquivos
eletronicos e caixas de mensagens corporativas devem ser mantidas em locais externos para
recuperacdo em caso de contingéncia ou desastre, e os processos de gestdo documental devem
obedecer ao ciclo de vida da informacdo, incluindo niveis de acesso e servico compativeis.
Documentos devem ser armazenados de forma segura quando ndo utilizados ou durante
auséncias prolongadas (Clean Desk). Senhas e logins devem ser individualizados, sendo vedado o
compartilhamento ou uso coletivo, e mecanismos de autenticacdo devem assegurar a identidade
do usuario antes da liberacdo de acesso, podendo incluir biometria, tags ou certificacdo
eletrbnica.

14.5. O tratamento de dados pessoais segue integralmente os principios da LGPD, garantindo
finalidade, adequacdo, necessidade, transparéncia, seguranca e responsabilizacdo, vedando uso
discriminatério ou ilicito. Informacdes devem ser armazenadas apenas pelo periodo necessario
para atender finalidades legais, regulamentares ou contratuais, sendo eliminadas de forma
segura apods o término desse prazo, em meios fisicos ou eletronicos.

15. VAZAMENTO DE INFORMAGOES CONFIDENCIAIS, RESERVADAS QU PRIVILEGIADAS

15.1. Em caso de suspeita ou ocorréncia de vazamento de informagdes confidenciais,
reservadas ou privilegiadas, inclusive oriundos de agBes involuntarias, o Colaborador deve
registrar e comunicar imediatamente o fato a area de Risco e Compliance. Esta, em conjunto com
as areas de suporte, adotard as seguintes providéncias:

i. comunicar imediatamente a Diretoria da Gestora;
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bloguear senhas, acessos, servidores ou quaisquer recursos necessarios para evitar
novos vazamentos;

ii. avaliar a amplitude do vazamento e identificar potenciais riscos e impactos;
iv. elaborar plano de recuperacdo do evento; e

v, reavaliar e ajustar as medidas de seguranca vigentes para prevenir recorréncias.
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16. POLITICA DE SEGURANCA CIBERNETICA

16.1. Os principais ataques cibernéticos que podem impactar a Exante Asset incluem:

16.1.1. Malware: softwares maliciosos projetados para corromper computadores, redes e
dados:

Virus: danifica sistemas, softwares e bancos de dados;

i, Cavalo de Troia (Trojan): disfarcado em outro software, cria portas para invasao;

ii. Spyware: coleta e monitora informacg&es do usuario;

iv. Ransomware: bloqueia sistemas ou criptografa dados, exigindo resgate.
16.1.2. Engenharia Social: manipulacdo para obter informacdes confidenciais, senhas ou dados
financeiros:

Pharming: redireciona usuarios para sites fraudulentos;

Phishing: envio de e-mails falsos simulando remetentes confidveis;

i, Vishing: ligagdes telefénicas fraudulentas;

iv. Smishing: mensagens de texto fraudulentas;

v. Acesso pessoal: captacdo de informacbes em locais publicos.

16.1.3. Ataques de negacdo de servico (DoS/DDoS) — sobrecarga de sistemas para torna-los
indisponiveis.

16.1.4. InvasGes (APT — Advanced Persistent Threats) — ataques sofisticados visando

vulnerabilidades especificas.

16.2. Conceitos de Seguranca da Informacéo

Ameaca: potencial causador de incidente indesejado com impacto nos objetivos do

negaocio.
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i, Ativo: qualquer recurso de valor para a empresa, tangivel ou intangivel, incluindo
dados, sistemas, equipamentos e processos.

ii. Blackdoor (Backdoor): vulnerabilidade que permite acesso remoto ndo autorizado,
geralmente via Trojan.

iv. Backup: cépia de seguranca de dados para recuperacdo em contingéncia.

v. Confidencialidade: garantia de acesso apenas a pessoas autorizadas.

vi. Integridade: garantia de que informacdes ndo sejam modificadas indevidamente.

vil. Disponibilidade: garantia de acesso as informacd@es e sistemas conforme necessidade

e autorizacao.

viii. Conformidade: garantia de que controles estdo funcionando de acordo com objetivos
estabelecidos.

iX. Controle: recurso ou medida para mitigacdo, eliminacdo ou transferéncia de riscos.

X. Cryptojacking: malware que usa recursos de dispositivos para mineracdo de
criptomoedas.

xi. Decoy: software falso que coleta informac6es do usuario.

xii. DMA (Direct Memory Access): ataque que acessa diretamente a memaria RAM.

iii. DNS: sistema que mapeia nomes de dominio a enderecos IP.

Xiv. Eavesdropping: interceptacdo e roubo de dados.

XV, Firewall: sistema que controla o trafego de rede e bloqueia acessos ndo autorizados.

XVi. Gerenciamento de Risco (Risk Management): identificacdo, avaliacdo e resposta a
riscos.

xvii. Gerenciamento de Superficie de Ataque (ASM): analise e monitoramento continuo das

vulnerabilidades e vetores de ataque.
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XViii. Hardening: medidas para reduzir a superficie de ataque, eliminando funcdes e portas
desnecessarias.

Xix. Instant Messaging (IM): aplicativos de mensagens em tempo real.

XX. IP (Internet Protocol): endereco que identifica dispositivos na rede.

XXi. Logs: registros de eventos e atividades do sistema.

XXil. Man-in-the-Middle (MitM): interceptacdo de comunica¢do entre usuario e servidor.
xxiii. Nuvem (Cloud): servicos, aplicagdes ou infraestrutura acessiveis via internet, podendo

ser publica, privada ou hibrida.

XXiv. Phishing / Spoofing / Smishing / Vishing: técnicas de fraude e manipulacdo de
informacdes.
XXV. Principles “Least Privilege” e “Need to Know”: acesso restrito apenas ao necessario

para o desempenho da funcgdo.

XXVI. Ransomware: bloqueio de sistemas ou criptografia de dados mediante resgate.
XXVil. Spam: comunicagdo nao solicitada enviada em massa.
xxviii. Trojan / Worms / ZeroDay: softwares maliciosos que exploram vulnerabilidades

conhecidas ou recém-descobertas.

XXiX. Wearables: dispositivos vestiveis conectados a sistemas corporativos.

XXX, Trilha de Auditoria: registro completo das a¢des realizadas pelos usudrios em
sistemas.

17.1. A Exante Asset adota praticas e controles de seguranga da informacgdo alinhados as

normas internacionais ISO/IEC 27001, ISO/IEC 31000, OWASP, NIST, ISACA e SANS, bem como as
melhores praticas de mercado, garantindo a protecdo de informaces, ativos e sistemas
corporativos, conforme exigido pela legislacdo vigente e pelas diretrizes regulatdrias.

17.2. Avaliacdo de Riscos e Protecdo de Informacdes
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17.2.1. Todas as informac8es da Exante Asset sdo classificadas quanto ao nivel de sigilo, valor,
requisitos legais, sensibilidade e necessidade do negdcio (Restrita, Confidencial, Interna
ou Publica), com o objetivo de assegurar confidencialidade, integridade,
disponibilidade, autenticidade e conformidade. Cada nivel de informacdo requer
controles especificos, monitoramento continuo e avaliagdo periddica quanto a
efetividade das medidas aplicadas.

17.2.2. Riscos e incidentes de segurancga devem ser reportados a Diretoria, considerando seus
impactos financeiros, operacionais e reputacionais. Informacgdes, metodologias,
tecnologias e documentos produzidos pelos colaboradores no exercicio de suas fungdes
sdo de propriedade exclusiva da Exante Asset. Equipamentos, sistemas e informacdes
devem ser utilizados prioritariamente para atividades profissionais, sendo permitido o
uso pessoal desde que ndo viole esta Politica. Avaliagdes de risco incluem também
atividades desenvolvidas por prestadores de servicos terceirizados.

17.3. Protecdo e Prevencdo

17.3.1. O acesso as informacdes é restrito a pessoas autorizadas, seguindo hierarquias de
acesso e os principios de Least Privilege e Need to Know, sendo concedido apenas
guando necessario para o exercicio das atividades ou tomada de decisdes.

173.2. E vedado o uso de equipamentos pessoais para acessar sistemas ou informacBes
corporativas sem homologacdo prévia, exceto em situacdes de contingéncia
autorizadas. Equipamentos e dispositivos pessoais devem ser registrados, homologados
e monitorados pela equipe de seguranca, sendo que toda utilizacdo deve ser registrada
como incidente.

17.3.3. Ordens, negociagdes, aprovacdes e comunicagdes relacionadas a negdcios devem ser
realizadas exclusivamente pelos canais corporativos autorizados. Equipamentos
fornecidos pela Exante Asset devem ser controlados de acordo com esta Politica,
garantindo a seguranca das informagdes independentemente do local de uso.

17.3.4. A Exante Asset mantém copias de seguran¢a de documentos, arquivos eletrénicos e
caixas de mensagens corporativas em locais externos, assegurando a recuperagdo em
caso de contingéncia ou desastre. Processos de gestdo documental seguem o ciclo de
vida da informacdo, com niveis de acesso e servicos compativeis, e todos os
documentos devem ser armazenados de forma segura quando ndo estiverem em uso
ou durante auséncias prolongadas (Clean Desk).
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17.3.5. Senhas e logins sdo individualizados, sendo vedado compartilhamento ou uso coletivo.
Mecanismos de autenticacdo asseguram a identidade do usudrio antes da liberacdo de
acesso, podendo incluir biometria, tags ou certificacdo eletrénica. O tratamento de
dados pessoais segue integralmente os principios da LGPD, garantindo finalidade,
adequacdo, necessidade, transparéncia, seguranca e responsabilizacdo, sendo vedado
qualquer uso discriminatério ou ilicito. Informagdes devem ser armazenadas apenas
pelo periodo necessario ao cumprimento das finalidades legais, regulamentares ou
contratuais, sendo eliminadas de forma segura apds o término desse prazo.

17.4. Vazamento de Informacdes

17.4.1. Em caso de suspeita ou ocorréncia de vazamento de informacdes confidenciais,
reservadas ou privilegiadas, voluntdrio ou involuntario, o colaborador deve comunicar
imediatamente a drea de Risco e Compliance. A acdo deve incluir:

Comunicacdo imediata a Diretoria;

i, Bloqueio de senhas, acessos, servidores ou recursos necessarios para evitar novos
vazamentos;

ii. Avaliacdo da amplitude do vazamento e potenciais impactos;

iv. Elaboracdo de plano de recuperacao;

v. Reavaliacdo das medidas de seguranca existentes para prevenir novas ocorréncias.
17.5. Ameacas e Tipos de Ataques Cibernéticos

17.5.1. A Exante Asset reconhece os principais tipos de ataques cibernéticos e suas

caracteristicas, incluindo:

i Malware: virus, cavalos de Trdia, spyware, ransomware;

i Engenharia social: phishing, pharming, vishing, smishing e acesso em locais publicos;

ii. Ataques de negacdo de servigo (DoS/DDoS) e botnets;

iv. Invasdes sofisticadas (APT — Advanced Persistent Threats);

v. Cryptojacking, Decoy, DMA, Man-in-the-middle (MitM), Spoofing e Zero Day;
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Vi.

17.5.2.

17.6.

17.6.1.

Vi.

Vii.

viii.

17.7.

17.7.1.

17.8.

Ransomware, worms, trojans, entre outros.

O conceito de ameaca refere-se a qualquer causa potencial de incidente que possa
impactar os objetivos do negdcio, sejam elas internas ou externas, intencionais ou nao.

Controles Gerais de Seguranca e Ciberseguranca

A Exante Asset adota controles minimos de ciberseguranca para protecdo de dados,
sistemas e infraestrutura, incluindo:

Ferramentas seguras de backup e armazenamento;

Sistemas de protecdo e prevencdo de malwares, firewalls, antivirus, filtros de spam e
controle de periféricos;

Perfis de acesso diferenciados para administradores;

Assinaturas digitais em processos criticos;

Atualizacdo continua de sistemas e softwares;

Inclusdo de requisitos de seguranca em novas aplicacGes e softwares;
Monitoramento e registro de atividades (logs e trilhas de auditoria);

Centros de processamento e armazenamento de dados com controle rigoroso de
acesso;

Contratos de manutencdo e suporte 24x7 para servidores.
Boas Praticas

A Exante Asset garante a aplicacdo de boas praticas internacionais em seguranca da
informacdo, incluindo classificagcdo de informagdes, controles de acesso hierdrquicos,
monitoramento de atividades, protecdo de dados pessoais, autenticacdo robusta de
usuarios, protecdo de dispositivos e sistemas corporativos, testes continuos de
vulnerabilidades e planos de contingéncia e recuperacao de desastres.

Risk Assessment
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17.8.1. A Gestdo de Riscos é feita inicialmente por meio de uma avaliacdo de riscos e posterior
implementagdo de controles baseados nos riscos, levando em consideragdo o ambiente
de controle da Exante Asset, suas atividades, processos e clientes.

17.8.2. A avaliacdo de riscos deve ser atualizada de forma a identificar novos riscos, ativos e
processos.

17.8.3. A avaliacdo de riscos segue a metodologia do Risco Operacional, conforme respectiva
politica.

17.8.4. A gestdo de riscos deve contemplar monitoramento e testes com o objetivo de detectar
as ameacas e reforcar os controles, bem como criacdo de (“plano de resposta”) que é
o planejamento prévio para tratamento e recuperacdo de incidentes, incluindo um
plano de comunicacdo.

17.9. Tratamento de Incidentes de Seguranca da Informacdo

17.9.1. A Exante Asset adota um plano formal de tratamento de incidentes envolvendo areas
multidisciplinares (TI, Risco, Juridico, Compliance, Comunicacdes e Governanga
Corporativa) para assegurar respostas rapidas e consistentes.

17.9.2. Comunicacdo e Responsabilidades: Incidentes criticos sdo comunicados imediatamente
aos colaboradores relevantes, com definicdo clara de papéis, contatos externos e
6rgdos reguladores.

17.9.3. Classificacdo e Resposta: Incidentes sdo classificados por gravidade, com respostas
escalonadas, incluindo redundéancia de equipamentos, acesso remoto ou uso de
instalagdes de contingéncia fisicas ou na nuvem.

17.9.4, Seguranca em Contingéncias: Medidas de controle de acesso e seguranga sdo mantidas
em todas as instalacdes e servigos de contingéncia.

17.9.5. Documentacdo: Todos os eventos e acgdes sdo documentados detalhadamente,
servindo como evidéncia para auditorias e investigagdes.

17.9.6. Protecdo de Dados Sensiveis: Dados pessoais e sensiveis sdo protegidos por criptografia,
anonimizacdo ou pseudonimizacdo, em conformidade com a LGPD, garantindo uso
autorizado e seguro.
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17.10. Backups, Plano de Contingéncia e Continuidade de negdcio
17.101.  Plano de contingéncia e de continuidade dos principais sistemas e servicos devera ser
implantado e testado no minimo anualmente, visando reduzir riscos de perda de
confidencialidade, integridade e disponibilidade dos ativos de informacao.
17.102.  Os mesmos controles de seguranca e controle de acesso devem ser aplicaveis nas
instalacdes do site de contingéncia.
17.103.  Deve haver backup e que os mesmos sejam testados anualmente.
17.11.  Testes de Controles
17.11.1. A efetividade da Politica de Sigilo de Informacdes, a Politica de Seguranca das
Informacdes e da Politica de Seguranca Cibernética deverdo ser verificadas por meio de
testes periddicos dos controles existentes
17.11.2.  Um plano de teste deve ser efetuado pelo responsavel pela drea de tecnologia da
informacdo assegurando que:
i recursos humanos e computacionais estejam adequados ao porte e as areas de
atuacdo;
i, adequado nivel de confidencialidade e acessos as Informag¢des Confidenciais;
i, segregacdo fisica e légica;
iv. recursos computacionais, de controle de acesso fisico e ldgico, estejam protegidos;
v, manutencdo de registros que permita a realizacdo de auditorias e inspec¢des.
17.12. Propriedade Intelectual
17.12.1.  Tecnologias, marcas, metodologias e quaisquer informacBes que pertencam as Exante
Asset ndo devem ser utilizadas para fins particulares, nem repassadas a outrem, ainda
gue tenham sido obtidas ou desenvolvidas pelo préprio Colaborador em seu ambiente
de trabalho.
17.13. Rastreamento
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17.13.1.  Sem prejuizo do disposto neste Politica de Seguranca Cibernética, é permitido o uso
pessoal dos equipamentos de informdatica e de comunicacdo utilizados pelos
Colaboradores para a realizagdo das atividades profissionais.

17132,  Sem prejuizo do disposto nesta Politica de Seguranca Cibernética, ressaltamos
novamente que como tais recursos, como e-mails, sistemas, computadores, telefones
e gravacdo de voz pertencem a Exante Asset, sdo rastredveis e sujeitos a
monitoramento, bem como podem se tornar publicos em caso de auditoria e/ou
exigéncia judicial.

17133. O acesso interno as informacdes e gravacBes deve ser previamente autorizado pelo
“head da drea” e copiado o Diretor de Compliance.

17.14. Termo de Adesdo

17.14.1.  Os Colaboradores devem aderir formalmente a um termo, comprometendo-se a agir
de acordo esta Politica de Seguranca Cibernética.

17.15. Treinamento

17.15.1.  Os Colaboradores que tenham acesso a Informacdes Confidenciais ou participem de
processo de decisdo de investimento deverdo obrigatoriamente participar de
programas de treinamento inicial e de reciclagem continua.

17152, Os treinamentos serdo ministrados pelo Diretor de Compliance.

17.16. Programa de Treinamento |nicial

17161, E aquele ministrado ao tempo da contratacdo de novos Colaboradores, antes da
execucdo de suas atividades na Exante Asset.

17.16.2. O (“Programa de Treinamento Inicial”) terd por objetivo principal apresentar aos novos
Colaboradores a atividade desenvolvida pela Exante Asset, seus principios Eticos e de
investimento, bem como prestar esclarecimentos sobre as disposicdes constantes
desta Politica e das demais normas internas adotadas pela empresa, inclusive no que
diz respeito as funcgdes exercidas pelo Diretor de Compliance.

17.163.  Ademais, o Programa de Treinamento Inicial visa a assegurar a completa informacdo e
esclarecimento dos novos Colaboradores acerca dos procedimentos e controles a
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serem adotados para garantir o bom uso das instalacdes, equipamentos e arquivos da
Exante Asset, bem como para o devido cumprimento das normas desta Politica.

17.17. Programa de Reciclagem Continua

1717.1.  (“Programas de Reciclagem Continua”) serdo realizados periodicamente e envolverdo a
participacdo dos Colaboradores em cursos, palestras e treinamentos sobre temas
relacionados a atividade desenvolvida Exante Asset, objetivando promover a constante
atualizacdo do conhecimento dos Colaboradores sobre a legislacdo, regulamentacdo e
auto-regulamentacdo aplicdvel e sobre quaisquer outros temas relevantes ao exercicio
de suas funcgbes e as atividades da sociedade.

17.18. Responsabilidades

17.181.  Os Colaboradores devem atender as diretrizes e procedimentos estabelecidos nesta
Politica, informando qualquer irregularidade ao Diretor de Compliance.

17.182. O canal de comunicacdo e denuncia para o assunto é o Comiteé.

17183. A Area de Tecnologia da Informagdo é responsdvel pela implementacdo dos
procedimentos e controles técnicos inerentes a esta Politica de Seguranca Cibernética,
bem como pelos testes de controle, podendo ser realizados por terceiros, de forma
independente.

17.184. O Responsavel pelo Compliance deve garantir o atendimento a esta Politica de
Seguranga Cibernética, bem como a difusdo de uma cultura de seguranca na Exante
Asset.
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18. TERMO DE ADESAO

POLITICA DE SEGURANGA, SIGILO DAS INFORMAGOES E SEGURANGA CIBERNETICOS

DE ACORDOQ: Declaro que li, compreendi e concordei com todas as politicas integrantes do
presente Politica de Seguranca, Sigilo das Informacgdes e Seguranca Cibernéticos (“Politica”).
Declaro ainda que nao tive conhecimento de quaisquer circunstancias que ndo foram reportadas
ao Comité ou Diretor de Compliance (“Diretor de Compliance”) que poderiam vir a conflitar com
este Politica de Seguranca Cibernética, seja de natureza pessoal ou familiar, bem como referente
a qualquer outro Colaborador. Afirmo ter conhecimento das responsabilidades relativas a
Politica, conforme descrito neste documento.

Data

Colaborador
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